PRIVACY POLICY

Nafs Flash Course

1. Information Collection
We may collect the following personal information: Name, Email, Phone number, and Payment
details.

2. Payment Processing
Payments are processed through a third party, Strapi, and Nafs is not responsible for any
breaches or issues arising from third-party actions.

3. Data Storage
Data such as Name, Email, Phone number, and website activity are stored to improve user
experience.

4. Data Sharing
Personal data may be shared with:
- Web hosting and data storage providers.
- Marketing and advertising partners.
- Payment processing providers.

We do not sell personal data to third parties.

5. Data Security
We take reasonable measures to protect your personal information from unauthorized access
and use. However, no data transmission over the internet or other network can be guaranteed to
be 100% secure.

6. Policy Updates
We reserve the right to modify this privacy policy. Any changes will be communicated to users.

7. User Rights:
Under various privacy regulations, including the California Consumer Privacy Act (CCPA), users
may have specific rights concerning their personal data. This can include the right to request
access, rectify, erase, restrict, or object to the processing of their personal data, and the right to
data portability.

8. Data Retention:
Nafs retains personal data only for as long as necessary for the purposes set out in this Privacy
Policy, or as required by applicable laws and regulations. We commit to periodically review and
remove personal data that is no longer needed.



9. Children's Privacy:
Our platform is not intended for use by individuals under the age of 18, and we do not knowingly
collect personal data from minors. If we become aware that we have collected personal data
from a minor, we will take steps to delete the data as soon as possible.

10. Cookies and Tracking:
Our website may use cookies and similar tracking technologies to enhance user experience,
gather general visitor information, and track visits to our platform. Users may set their web
browsers to refuse cookies, or to alert them when cookies are being sent.

11. Data Breaches:
In the event of a data breach that affects your personal information, we will take appropriate
measures to inform affected users in accordance with applicable laws and regulations.

12. International Data Transfers:
For users accessing our services from outside the United States, note that your personal data
may be transferred to and stored in the United States and processed there. By using our
platform, you consent to this transfer of information.

13. Third-Party Services:
While we endeavor to only work with third-party services that have a reputable privacy and
security stance, we are not responsible for the practices employed by websites linked to or from
our platform, nor their information or content.

14. Opt-Out:
Users may opt-out of receiving any, non-service essential, communications from Nafs by
contacting us at info@nafs.dev.

15. California Residents:
Under the CCPA, California residents have additional rights regarding their personal data,
including the right to be informed about the personal information collected, sold, or disclosed,
and the right to not be discriminated against for exercising CCPA rights.

16. Amendments:
We may update our Privacy Policy periodically. If we make material changes, we will notify our
users through email, or by displaying a notice on our platform. Changes become effective
immediately upon being posted.

17. Review:
Users are encouraged to frequently review our Privacy Policy for any modifications.

18. Contact Information:



If you have any questions about this Privacy Policy or our handling of your personal data,
please contact:

Email: info@nafs.dev



